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1	Decision/action requested
Approve this contribution to be included in the eNPN living document [1].
2	References
[bookmark: _Hlk61018079][1]	S3-213610, Security aspects of eNPN (living document)

3	Rationale
Annex I.5 defines SUPI privacy for SNPN. This includes the following:

The UE shall support SUPI privacy as defined in clause 6.12 with the following exception. When using an authentication method other than 5G AKA or EAP-AKA', the location of the functionality related to SUPI privacy in the UE is out of scope. 

Section 6.12 already specifies support at the ME for the functionality related to SUPI privacy. What it is rather out of scope in this case is the storage of the parameters input for the SUPI privacy functionality (i.e. Home Network Public Key, Home Network Public Key identifier, list of Protection Scheme identifiers and Routing Indicator). 
This document clarifies that the storage of parameters input to the SUPI privacy functionality when authentication methods other than AKA based is out of scope.

4	Detailed proposal
***	BEGINNING OF CHANGES ***

[bookmark: _Toc19635009][bookmark: _Toc26876076][bookmark: _Toc35528844][bookmark: _Toc35533605][bookmark: _Toc45028993][bookmark: _Toc45274658][bookmark: _Toc45275246][bookmark: _Toc51168504][bookmark: _Toc82096052]I.5	SUPI privacy for standalone non-public networks
The UE shall support SUPI privacy as defined in clause 6.12 with the following exception. When using an authentication method other than 5G AKA or EAP-AKA', the location of the functionality storage of the input parameters related to SUPI privacy (i.e. Routing Indicator, Home Network Public Key Identifier, Home Network Public Key and list of protection scheme identifiers) in the UE is out of scope of this specification. 
NOTE: 	When the SNPN UE does not contain a USIM, the input parameters related to SUPI privacy defined in clause 6.12 can be stored at the ME but this specification does not define any security requirements for its protection within the ME. 
Furthermore, the privacy considerations for EAP TLS (given in Annex B.2.1.2) should be taken into account when using an authentication method other than 5G AKA or EAP-AKA'.  
***	END OF CHANGES ***
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